**Development of a secure file system using fully Homomorphic encryption**

**CHAPTER ONE: INTRODUCTION**

* 1. **Background to the Study**

Homomorphic Encryption is a form of encryption that allows computation on ciphertexts, generating an encrypted result which, when decrypted, matches the result of the operations as if they had been performed on the plaintext (Yousuf *et al.,* 2021). Homomorphic Encryption schemes are widely used in many interesting applications, such as private information retrieval, electronic voting, multiparty computation, and cloud computing (Cramer *et al.,* 2021). Abstract algebra, it is a structure-preserving map between two algebraic structures, such as groups (Yousuf *et al.,* 2021). There are four types of Homomorphic Encryption. Homomorphic Encryption (HE), Partially Homomorphic Encryption (PHE), Somewhat Homomorphic (SWHE), and Fully Homomorphic Encryption (FHE). HE is a form of encryption that allows searching the encrypted data without the need to decrypt it first and hence leaving it (Greenberg, 2017). Morris argues that there are many forms PHE that allow for some specific operations to be performed (namely addition and multiplication).

A cryptosystem is considered PHE if it represents either addition or multiple homomorphisms, but not both (Morris, 2023). It can also work with Big Integers of hundreds of bits, considering that the multiplications do not exceed the value of the module used in the encryption. Thus, it is very practical in this regard SWHE is considered a more generic form of Homomorphic Encryption in the sense that it can work on both addition and multiple Homomorphism. Its limitation though lies in the fact that it works with a limited number of bits (Fan & Vercauteren, 2022). Craig Gentry was the first to develop a Fully Homomorphic Cryptosystem in 2009 (Gentry, 2019). FHE is considered that way, since it presents both multiplicative and additive Homomorphism, with an unlimited number of bits (Morris, 2023). It is the most important advantage is its enhanced privacy and retrieval of private information in the sense that it enables computing on encrypted data without first having to decrypt it, which in turn allows data to be transferred to an untrusted cloud application without fear of data leakage (Cramer *et al.,* 2021), thus, it is seen as a safe storage state. Gai used a method of blending arithmetic operations over real numbers and proposed a novel tensor-based Fully Homomorphic Encryption solution. Gai’s proposed scheme (Gaj & Oiu, 2017). Despite how great this system is, yet one of its biggest drawbacks is the complexity of the system and the noise that it creates in the system. Yet, it can be applied on large scale in all segments of the governments like in the financial sector, the voting system, or even on the information of a large enterprise (Morris, 2023). Polynomial is a term that consists of variables and coefficients, involved in addition, multiplication, and subtraction-based operations (Chen *et al.,* 2018). Polynomials increase rapidly in all arithmetic equations since each operation leads to the creation of another polynomial. Thus, an infinite number is created within a single calculation. This is why it is called noise. This noise in major cipher text operations needs to be less than 1/2 to ensure that the decryption is correct (Chen *et al.,* 2018). To explain this further, with any mathematical operation, the noise created by the output is mostly larger than the noise of the input. Many schemes have been studied to decrease the noise made, yet many of them were very costly, like the BFV scheme and logistic Regression tool, and both are commonly used and add great value. With the focus of HE present a detailed examination of Homomorphic Encryption, exploring its principles, applications, advancements, and challenges. We delve into the underlying mathematics, cryptographic techniques, and recent developments in HE schemes. While also showing some points on the other various types of Homomorphic encryption as a whole.

* 1. **Statement of the Problem**

Ensuring the security and confidentiality of data kept in file systems is a critical concern in today's digital landscape. While traditional encryption techniques are successful in securing data while it's at rest, they frequently fail to provide secure data operations in the absence of decryption, which can result in vulnerabilities and performance issues. One interesting approach is Fully Homomorphic Encryption (FHE), which maintains anonymity during processing while enabling computations to be done directly on encrypted data. However, there are a number of issues that must be resolved in order to really create a secure file system utilising FHE.These issues must be resolved in order to successfully develop and implement a fully homomorphic encryption (FHE) secure file system. Once these issues are resolved, the advantages of FHE can be utilised to improve data security, confidentiality, and integrity in file system operations, thus meeting the changing requirements of contemporary data management and storage.

* 1. **Objectives of the Study**

The goal of this research is to create a homomorphic encrypted secure file system that will better block undesired access by unauthorised individuals. The particular goals of this research project are to:   
(i).To Create and Execute a Prototype of an FHE-Based Secure File System, building on the knowledge gained during the investigation phase. Key elements including encryption, decryption, access control, and key management will be conceptualised during the design phase, and these concepts will be translated into a working software prototype during the implementation phase.

(ii). Evaluating Security Assurances that the FHE-based secure file system prototype offers. This entails assessing how resistant it is to well-known cryptographic threats, guaranteeing the privacy of data kept on the system, and confirming the accuracy of file operations. Comprehensive security evaluations will be carried out in order to spot possible weaknesses and create efficient mitigation plans.

(iii). Examining real-world use cases and practical applications for the FHE-based secure file system is one of the study's other goals. This entails determining whether it is appropriate for safe data sharing, private computations, secure data storage, and other pertinent uses. The study attempts to show the possible usefulness and adaptability of the suggested secure file system solution by looking at real-world use cases.

* 1. **Significance of the Study**

The study on homomorphic encryption is multifaceted and extends across various domains, including cryptography, data security, privacy protection, and the broader digital ecosystem. This is significance in Advancing Data Security and Privacy offers a revolutionary approach to data security by allowing computations to be performed directly on encrypted data, without the need for decryption. This capability ensures that sensitive information remains protected throughout the entire computation process, mitigating the risk of data breaches and unauthorized access. These studies will also enabling secure cloud computing, widespread adoption of cloud computing services, the need for robust data protection mechanisms has become increasingly critical. Homomorphic encryption enables organizations to securely outsource data processing tasks to the cloud while maintaining full control over their sensitive data, thus fostering trust and confidence in cloud-based services.

Facilitating privacy-preserving data analytics, in an era of big data analytics, preserving data privacy is paramount, especially when dealing with sensitive or personally identifiable information. Homomorphic encryption allows organizations to perform advanced analytics and machine learning tasks on encrypted data, thereby protecting individual privacy while still deriving meaningful insights from the data. Supporting secure multiparty computation**,** Homomorphic encryption plays a crucial role in enabling secure multiparty computation, where multiple parties can jointly compute a function over their private inputs without revealing any sensitive information to each other. This capability has applications in areas such as collaborative research, confidential data sharing, and secures voting systems.

* 1. **Definition of Key Terms**

**Advancing Data Security and Privacy:** Homomorphic encryption offers a revolutionary approach to data security by allowing computations to be performed directly on encrypted data, without the need for decryption. This capability ensures that sensitive information remains protected throughout the entire computation process, mitigating the risk of data breaches and unauthorized access.

**Enabling Secure Cloud Computing:** With the widespread adoption of cloud computing services, the need for robust data protection mechanisms has become increasingly critical. Homomorphic encryption enables organizations to securely outsource data processing tasks to the cloud while maintaining full control over their sensitive data, thus fostering trust and confidence in cloud-based services.

**Facilitating Privacy-Preserving Data Analytics:** In an era of big data analytics, preserving data privacy is paramount, especially when dealing with sensitive or personally identifiable information. Homomorphic encryption allows organizations to perform advanced analytics and machine learning tasks on encrypted data, thereby protecting individual privacy while still deriving meaningful insights from the data..

**Supporting Secure Multiparty Computation:** Homomorphic encryption plays a crucial role in enabling secure multiparty computation, where multiple parties can jointly compute a function over their private inputs without revealing any sensitive information to each other. This capability has applications in areas such as collaborative research, confidential data sharing, and secure voting systems.

**Enhancing Regulatory Compliance:** In light of increasingly stringent data protection regulations such as GDPR, HIPAA, and CCPA, the adoption of homomorphic encryption can help organizations comply with regulatory requirements while still leveraging data for analysis and decision-making. This ensures that sensitive data is handled in a manner that respects individual privacy rights and regulatory obligations.

**Fostering Innovation and Technological Advancement:** Research and development in homomorphic encryption drive innovation in cryptographic techniques, algorithms, and protocols. By addressing challenges related to efficiency, scalability, and usability, studies in this area pave the way for the development of more practical and widely applicable encryption solutions, fostering technological advancement and innovation in the field of data security.

**Empowering Data-Centric Applications:** The ability to perform computations on encrypted data opens up new possibilities for data-centric applications in various domains, including healthcare, finance, telecommunications, and government. By ensuring the confidentiality and integrity of sensitive data, homomorphic encryption enables the development of secure and privacy-preserving applications that empower individuals and organizations to leverage the full potential of their data.

**Contributing to the Digital Economy:** As data continues to be recognized as a valuable asset in the digital economy, the adoption of homomorphic encryption can help build trust and confidence in data-driven technologies and services. By protecting data privacy and security, studies in this area contribute to the growth and sustainability of the digital economy, fostering innovation, competitiveness, and economic development.

**CHAPTER TWO: LITERATURE REVIEW**

**2.1 Introduction**  
  
In a time when digitalization is pervasive and data-driven technologies are proliferating, protecting the integrity and confidentiality of sensitive data kept in file systems has become crucial. Conventional encryption techniques are useful for protecting data while it's at rest, but they can be difficult to use for computations involving encrypted data that need to be decrypted, which reduces productivity. Nevertheless, a ground-breaking remedy has been made possible by recent developments in cryptography: Fully Homomorphic Encryption (FHE). FHE protects the confidentiality of encrypted data during processing by allowing computations to be done directly on it.

The creation of safe file systems using Fully Homomorphic Encryption's capabilities is examined in this literature review. It looks at the difficulties of creating file systems that protect data privacy while enabling effective data operations. This study intends to clarify the current state-of-the-art in FHE-based file systems, identify significant advancements, and outline directions for future research and development by undertaking a thorough analysis of previous research.

First, the introduction explains the basic ideas behind Fully Homomorphic Encryption, giving readers a basic grasp of the concepts and possibilities of this technology. It then explores the difficulties with using conventional file systems and encryption techniques, highlighting the necessity for creative solutions to deal with the changing threat scenario. The introduction also describes the goals and framework of the literature review, outlining the main study areas and the techniques used to summarise previous findings.

The evaluation of FHE-based file systems becomes an urgent and relevant research project as businesses struggle with the need to protect confidential information from illegal access and data breaches. File systems may provide strong security guarantees while maintaining data usability by utilising Fully Homomorphic Encryption, which will increase confidence and trust in the digital ecosystem.

I chose this topic because in todays digital era it is impossible to exaggerate the significance of data security and privacy in the modern digital age. Strong encryption methods are desperately needed to protect sensitive data kept in file systems, since cyber attacks and data breaches are becoming more common. FHE offers a state-of-the-art method that enables computations on encrypted data, providing a high degree of security and preserving data confidentiality.

**2.2 Conceptual Review**

**2.2.1 Introduction: Homomorphic Encryption (HE)**

Homomorphic Encryption (HE) is a particular type of encryption that maintains certain algebraic structure between the plaintext and ciphertext. One example of HE is where the product of any two ciphertexts is equal to the ciphertext of the sum of the two corresponding plaintexts, when all the encryptions use the same key. This is represented as: E(m1) \* E(m2) = E(m1+m2) (Tilborg & Jajodia, 2019). Homomorphism therefore simply means that the algebraic operations can be performed on the encrypted text, and when decrypted, the result will be the same as that of performing those operations on the unencrypted text. Public key cryptosystems such as the RSA, ElGamal, Paillier, etc. are homomorphic. HE is computationally indistinguishable because it is secure against passive attacks. Homormorphism in encryption correspond with mathematical concepts of homomorphism.RSA encryption for example is multiplicatively homomorphic. This is because of the property, for any m1,m2, ϵ Z\*n, (me1 mod n ) \* (me2 mod n) = (m1m2)e mod n.  
The ElGamal encryption is also multiplicatively homomorphic; it can however also be formulated to be additively homomorphic. The Pallier encryption is additively homomorphic – where r1, r2, ϵ RZ\*n Fontaine and Galand (2017) define homomorphism with the following notation:

For all a and b in P and k in K, if Ek(a) ○ Ek b) = Ek (a ◊ b) Then the encryption system can be said to be homorphic. Other types of homomorphisms also exist. For example the Goldwasser-Micali encryption is based on quadratic residues and is XOR-homormorphic.  
HE is important in cryptography because it preserves the relationships between elements across the encryption transformation. This means that the natural structure of the elements, and the relationships between them, is preserved in spite of the elements being encrypted.  
Fully homomorphic encryption is a strictly more powerful type of HE. It relates to the mathematical concept of ring homomorphism. It involves two operations such as addition and multiplication, and a finite ring. Fully HE is both additively and multiplicatively homomorphic (Smart, 2015). This means that any computing or mathematical function can be evaluated solely on the encrypted values, with knowledge of the public key (Tilborg & Jajodia, 2019).the following example. If Alice encrypts some information m and stores the ciphertext c on a remote server, she can perform mathematical functions on the ciphertext as if it were done on the unencrypted text, without having to decrypt the ciphertext. This saves on time and computational power. This is a relevant issue when the ciphertext is a huge database and decrypting would take a long time. With HE, the function can be executed on the ciphertext; even more notably, the fact that makes this characteristic useful is that every mathematical function can be expressed as a series of additions and multiplications over a ring. This means that the mathematical function F can be expressed as a series. A variation of Fully HE is SHE,or somewhat homomorphic encryption, where a limited number of additions and multiplication operations can be evaluated. Beyond the specific threshold of number of operations done on the ciphertext for the encryption system, the ciphertext in SHE (or SWHE, somewhat homomorphic encryption) becomes too noisy and the decryption will fail. Most SHEs can be converted to FHEs with bootstrapping.

**2.2.2 Practical Problems**

HE was recognized as far back as in the 1970s, in the properties of public key cryptosystems. The potential to use these for advanced privacy protection was also recognized. This is because if the encryption is Homomorphic, then fundamental factors (primitives) are enabled, such as oblivious transfer, and consequence on oblivious transfer, secure multiparty computation. HE combined with threshold cryptography makes electronic elections possible (Tilborg & Jajodia, 2019).

One of the main problems with HE systems such as RSA is that RSA has to pad the message with random bits to achieve semantic security, and this padding makes the encryption system lose its homomorphism (Fontaine & Galand, 2017). RSA is deterministic, which means that the encrypted message can be computed whereas in probabilistic encryption systems the outcome is not necessarily computable directly, but can be guessed. Adeterministic public key encryption system necessarily leaks information to the adversary. The adversary can intercept the ciphertext c, and know that the message m is from a small set of {m1, m2….mn) of possible messages. He can then find out m by computing the ciphertexts and comparing them with C. The implication of this possibility is that encryption systems have to have a degree of randomness in order to be truly or fully secret. The adversary should not be able to predict the ciphertext of a message. The introduction of randomness makes the encryption system probabilistic rather than deterministic (Delfs & Knebl, 2017). However, Zhou and Young (2020) suggest that it is possible to build a semantically secure public key encryption scheme that is also additively homomorphic. Bogos *et al* (2017) however contest this claim, publishing details of their attack on a HE that was claimed to be semantically secure, but found to be not semantically secure after the attacks.  
Moore *et al* (2018) explain that current HE schemes are still not efficient enough for real time application, as the execution can take too long. For example they point out that the key generation in Gentry and Halevi’s (2021) scheme can take anywhere between 2.5 seconds to 2.2 hours – this is too long for the encryption program to be practically useful. Waiting for 2.2 hours to encrypt a message will cripple modern communication systems which rely on almost instantaneous communication. Furthermore, FHE schemes also have heavy memory usage. In order to provide security guarantees, very large ciphertext and public keys are required. Finally, the requirement for bootstrapping to reduce and manage noise that is created in the execution of homomorphic operations on ciphertexts. Overall they suggest that improvements in HE can come from improvements in the theory as well as implementation of HE.

**2.2.3 HE Schemas**

A good classification of HE schemas is presented by dos Santos *et al* (2019).

**2.2.3.1 Gentry**

The Gentry 2019 HE schema is considered to be the earliest HE schema that has been developed. Gentry and Halevi (2021) explain that the construction of the FHE begins with the construction of a SHE scheme that supports evaluating low degree polynomials on the encrypted data. After this the decryption procedure had to be modified so that it can be expressed as a low degree polynomial. Bootstrapping completed the process to make the SHE into an HE. Once the degree of polynomials that can be evaluated by the scheme exceeds twice the degree of the decryption polynomial, the scheme is boots trappable and can be converted into an FHE. The modification of the decryption procedure is done by adding to the public key an additional hint about the secret key. This is called the sparse subset sum problem (SSSP). The public key is enhanced with a large set of vectors, and a sparse subset of the public keys adds up to the secret key. A ciphertext of the underlying scheme is post-processed using the additional hint. This allows it to be decrypted with a low degree polynomial. Overall this encryption method is efficient. The most expensive operation during the encryption is evaluating the degree (n-1) polynomial u at the point r.

**2.2.3.2 Helib**

The main characteristic of SHEs are that they have noise that grows with each homomorphic encryption, until it is so large that it causes decryption errors. Halevi and Shoup (2017) present Helib, which is a software library that implements the BGV HE. This HE focuses on the use of Smart-Vercauterenciphertext packing techniues and Gentry-Halevi-Smart optimisations. The system defines the set of operations that can be applied homomorphically and the cost of each operation.

The most efficient FHEs that are currently available are ring learning with errors (RLWEs). There are different types of RLWEs, such as BGVs, Brakerski, etc. RLWE differs from LWE in that a polynomial ring is used instead. Helib is purely written in C++, implements BGV encryption and supports optimisations such as relinearisation, bootstrapping and packing. The key characteristic of BGV is that it is a levelled homomorphic encryption scheme. This means that the ciphertext space is not fixed. Levels are used to reduce noise inside the ciphertext. As multiplication adds greater noise level is generally changed after multiplication.

Relinearisation is used to reduce the overhead in ciphertext multiplication. Packing is the use of several messages in one ciphertext. It is used to reduce the numbers of ciphertext, and to club together the computation time required for the encryption. Packing can be done into the coefficients, as well as into the subfields (Halevi & Shoup, 2017). Overall the main drawback of Helib is the overhead that is in the order of seconds (Mazonka *et al*, 2016).

**2.2.3.3 Cryptoleq**

SHE is considered to be sufficient for practical applications, on account of the lower overheads. Although they offer fewer operations, and are less powerful than FHEs in terms of their computational completeness, their efficiency makes up for the shortcomings and makes them a very practical choice. Cryptoleq is a SHE that is based on the concept of an abstract machine that is capable of performing general purpose computation on encrypted programs. The operands of this program are protected using the Paillier SHE (or PHE, partially homomorphic encryption), which supports additive homomorphism.Multiplicative homomorphism is achieved by inventing a heuristically obfuscated software re-encryption module. This module is blended into the program. It also supports probabilistic encryption. This means that Cryptoleq allows both encrypted and unencrypted instruction operands in the same program and memory space (Mazonka *et al,* 2016)bBecause Cryptoleq uses a secure probabilistic PHE, there is generally no leakage of plaintext information. However adversaries may analyse the side channel information of the Cryptoleq execution, such as IP trace patterns, memory events, etc. However the code based obfuscation can provide heuristic guarantees (Mazonka *et al*, 2016)b

**2.2.3.4 DGHV Variant**

Dos Santos *et al* (2019) put forward an implementation of a DGHV variant that reduces the prohibitive size of public keys at the cost of computational power. Their implementation is based on Coron’s () variation of Gentry (2019). It uses Python and is found to be slightly faster compared to Coron’s implementation. This implementation does not contribute any change in the algorithm as put forward by Coron () but it contributes in the form of a better implementation. This shows that execution speed can be improved by implementation strategy and choices. Dos Santos et al (ibid) also suggest that further improvements in execution speed can be done using code parallelism, the Pythom-specific Numba library, the use of FPGAs, etc

**2.2.4 FHE with Noise Reduction by Liu (2015)**

Liu (2015) presents a new FHE scheme that he claims is efficient for practical applications. The main advantage of this scheme is that it does not need the noise reduction that is required in other FHE schemes, such as bootstrapping and modulus switching. In essence, it is said that noise reduction is included in the algorithm. This is done by allowing arbitrarily large noises in its ciphertexts. In this method, the dimensions of the ciphertext do not change with homomorphic operations. Furthermore all ciphertext elements are in a finite domain, making the scheme very compact. This method is also semantically secure. Liu (ibid) also implements the proposed algorithm in Java using relevant Java packages such as SunJCE. They find that their scheme is slightly faster than AES for encryption, and much faster than AES for decryption. They also conduct a performance evaluation for homomorphic operations, and find that the time increases with the number of bits; operations with 10,000 bits for example take times of less than 6 seconds. Overall this means that this scheme is useful in data processing applications, and hence can be said to be perhaps the most practical implementation of FHE currently available.

**2.3 Theoretical Review**

In ancient Greek, the term   (homos) was used to mean “same,” while (morphe) was used for “shape” (Liddell & Scott 1896). Then the term homomorphism was coined and used in different areas. In abstract algebra, homomorphism is defined as a map preserving all the algebraic structures between the domain and range of an algebraic set (Malik *et al*. 2017). The map is simply a function, i.e., an operation that takes the inputs from the set of domains and outputs an element in the range (e.g., addition, multiplication). In the cryptography field, homomorphism is used as an encryption type. Homomorphic Encryption (HE) is a kind of encryption scheme that allows a third party (e.g., cloud, service provider) to perform certain computable functions on the encrypted data while preserving the features of the function and format of the encrypted data. Indeed, this homomorphic encryption corresponds to a mapping in the abstract algebra. As an example for an additively HE scheme, for sample messages m1 and m2, one can obtain E (m1 + m2) by using E (m1) and E (m2) without knowing m1 and m2 explicitly, where E denotes the encryption function. Normally, encryption is a crucial mechanism to preserve the privacy of any sensitive information. However, the conventional encryption schemes cannot work on the encrypted data without decrypting it first. In other words, the users have to sacrifice their privacy to make use of cloud services such as file storing, sharing, and collaboration. Moreover, untrusted servers, providers, and popular cloud operators can keep physically identifying elements of users long after users end the relationship with the services (McMillan 2018). This is a major privacy concern for users. In fact, it would be perfect if there existed a scheme that would not restrict the operations to be computed on the encrypted data while it would be still encrypted. From a historical perspective in cryptology, the term homomorphism was used for the first time by Rivest *et al*. (1978a) in 1978 as a possible solution to the computing without decrypting problem. This given basis in Rivest *et al.* (1978a) has led to numerous attempts by researchers around the world to design such a homomor- phic scheme with a large set of operations. In this work, the primary motivation is to survey the HE schemes focusing on the most recent improvements in this field, including partially, somewhat, and fully HE schemes. An early attempt to compute functions/operations on encrypted data is Yao’s garbled cir- cuit1 study (Yao 1982). Yao proposed a two-party communication protocol as a solution to the 1A circuit is the set of connected gates (e.g., AND and XOR gates in Boolean circuits) where the evaluation is completed by calculating the output of each gate in turn. millionaires’ problem, which compares the wealth of two rich people without revealing the exact amount to each other. However, in Yao’s garbled circuit solution, ciphertext size grows at least lin- early with the computation of every gate in the circuit. This yields a very poor efficiency in terms of computational overhead and too much complexity in its communication protocol. Until Gen- try’s breakthrough in Gentry (2019), all the attempts (Rivest *et al*. 1978b; Goldwasser & Micali 1982; ElGamal 1985; Benaloh 1994; Naccache and Stern 1998; Okamoto and Uchiyama 1998; Paillier1999; Damgård & Jurik 2011; Kawachi *et al*. 2017; Yao 1982; Boneh *et al*. 2015; Sander et al. 1999; Ishai & Paskin 2017) have allowed either one type of operation or a limited number of operations on the encrypted data. Moreover, some of the attempts are even limited over a specific type of set (e.g., branching programs). In fact, all these different HE attempts can neatly be categorized under three types of schemes with respect to the number of allowed operations on the encrypted data as follows: (1) Partially Homomorphic Encryption (PHE) allows only one type of operation with an unlimited number of times (i.e., no bound on the number of usages). (2) Somewhat Homomorphic Encryption (SWHE) allows some types of operations a limited number of times. (3) Fully Homo- morphic Encryption (FHE) allows an unlimited number of operations for an unlimited number of times.

PHE schemes are deployed in some applications like e-voting (Benaloh 1987) or Private Information Retrieval (PIR) (Kushilevitz & Ostrovsky 1997). However, these applications were restricted in terms of the types of homomorphic evaluation operations. In other words, PHE schemes can only be used for particular applications, whose algorithms include only addition or multiplication operations. On the other hand, the SWHE schemes support both addition and multiplication. Nonetheless, in SWHE schemes that are proposed before the first FHE scheme, the size of the ciphertexts grows with each homomorphic operation and hence the maximum number of allowed homomorphic operations is limited. These issues put a limit on the use of PHE and SWHE schemes in real-life applications. Eventually, the increasing popularity of cloud-based services accelerated the design of HE schemes that can support an arbitrary number of homomorphic operations with random functions, i.e., FHE. Gentry’s FHE scheme is the first plausible and achievable FHE scheme (Gentry 2019). It is based on ideal lattices in math, and it is not only a description of the scheme but also a powerful framework for achieving FHE. However, it is conceptually and practically not a realistic scheme. Especially, the bootstrapping part, which is the intermediate refreshing procedure of a processed ciphertext, is too costly in terms of computation. Therefore, a lot of follow-up improvements and new schemes were proposed in the following years.

Contribution: In this work, we provide a comprehensive survey of all the main FHE schemes as of this writing. We also cover a survey of important PHE and SWHE schemes as they are the first works in accomplishing the FHE dream and are still popular as FHE schemes are very costly. Furthermore, we include the FHE implementations focusing on the improvements with each scheme. FHE attracts the interest of people from very different research areas in terms of theoretical, implementation, and application perspectives. This survey is structured to provide an easy digest of the relatively complex homomorphic encryption topic. For instance, while a mathematician focuses on the improvement from a theoretical perspective, a hardware designer tries to improve the effi- ciency of FHE by implementing on GPU instead of CPU. All such different attempts make it harder to follow recent works. Therefore, it is important to collect and categorize the existing FHE works focusing on recent improvements. In addition, we mention the challenges and future perspectives of HE to motivate the researchers and practitioners to explore and improve the performance of HE schemes and their applications. This survey is intended to give a clear knowledge foundation to researchers and practitioners interested in knowing, applying, and extending state-of-the-art HE systems. Organization: The remainder of the article is organized as follows: In Section 3, descriptions of different HE schemes, PHE, SWHE, and FHE schemes, are presented. Then, in Section 4, different implementations of SWHE and FHE schemes, which were introduced after Gentry’s work, are given and their performances are discussed. Finally, in Section 5, further research directions and lessons learned are given and the article is concluded.

**2.3.1 Related Work**

Like our work in this article, there are similar useful surveys in the literature. In fact, unfortu- nately, some of the surveys only cover the theoretical information of the schemes as in Parmar *et al*. (2014) and Ahila and Shunmuganathan (2014), and some of them are directly for expert readers and mathematicians as in Vaikuntanathan (2021), Silverberg (2023), and Gentry (2014). Compared to these surveys, our survey has a broad reader perspective including researchers and practitioners interested in the advances and implementations in the field of HE, especially FHE. Furthermore, while the survey in Aguilar-Melchor *et al*. (2023) only covers the signal processing applications, that in Hrestak and Picek (2014) covers a few FHEs on only cloud applications. Since our survey is not limited to specific application areas, we do not articulate these specific application areas in detail, but we list the theory and implementation of all existing HE schemes, which can be used in possible futuristic application areas with recent advancements. After Fontaine and Galand (2017), many HE schemes were introduced. Compared to these useful surveys, our survey focuses on the most recent HE schemes, since most of the significant improvements were introduced recently (after 2009). Although (Moore *et al.* 2014b) is one of the most recent surveys, it focuses on the hardware implementation solutions of FHE schemes. This survey is not limited to hardware solutions, as, in addition to hardware solutions, it covers software solutions of implementations as well in the implementation section. After (Sen 2023 and Wu 2015), several new FHE schemes, which improve FHE in a sufficiently great way as to be worthy of attention, were proposed in the literature. Finally, it is worth mentioning that Armknecht *et al*. (2015) pro- vide a systematic explanation of the new terminology related to FHE and Armknecht et al. (223) provide security and a characterization of all existing group homomorphic encryption schemes, where they do not present all the HE schemes and their implementations in detail. Compared to these useful prior works, nonetheless, our survey is intrinsically different from the aforementioned surveys.

**2.3.2 Homomorphic Encryption Schemes**

In this section, we explain the basics of HE theory. Then, we present notable PHE, SWHE, and FHE schemes. For each scheme, we also give a brief description of the scheme.

Fig. 1. Timeline of HE schemes until Gentry’s first FHE scheme.
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Definition 1. An encryption scheme is called homomorphic over an operation “x” if it supports the following equation: E (m1) x E (m2) = E (m1 x m2), ∀m1, m2 ∈ M, (1) where E is the encryption algorithm and M is the set of all possible messages. In order to create an encryption scheme allowing the homomorphic evaluation of arbitrary functions, it is sufficient to allow only addition and multiplication operations because addition and multiplication are functionally complete sets over finite sets. Particularly, any Boolean circuit can be represented using only XOR (addition) and AND (multiplication) gates. While an HE scheme can use the same key for both encryption and decryption (symmetric), it can also be designed to use the different keys to encrypt and decrypt (asymmetric). A generic method to transform symmetric and asymmetric HE schemes to each other is demonstrated in Rothblum (2021).

An HE scheme is primarily characterized by four operations: KeyGen, Enc, Dec, and Eval . KeyGen is the operation that generates a secret and public key pair for the asymmetric version of HE or a single key for the symmetric version. Actually, KeyGen, Enc, and Dec are not different from their classical tasks in conventional encryption schemes. However, Eval is an HE-specific op- eration, which takes ciphertexts as input and outputs a ciphertext corresponding to a functioned plaintext. Eval performs the function f () over the ciphertexts (c1, c2) without seeing the messages (m1, m2). Eval takes ciphertexts as input and outputs evaluated ciphertexts. The most crucial point in this homomorphic encryption is that the format of the ciphertexts after an evaluation process must be preserved in order to be decrypted correctly. In addition, the size of the ciphertext should also be constant to support an unlimited number of operations. Otherwise, the increase in the ciphertext size will require more resources and this will limit the number of operations.  
Of all HE schemes in the literature, PHE schemes support the Eval function for only either addition or multiplication, SWHE schemes support for only a limited number of operations or some limited circuits (e.g., branching programs), and FHE schemes support the evaluation of ar- bitrary functions (e.g., searching, sorting, max, min, etc.) for an unlimited number of times over ciphertexts. The well-known PHE, SWHE, and FHE schemes are summarized in the timeline in Figure 2 and are explained in the following sections with greater detail. The interest in the area of HE significantly increased after the work of Gentry (2019) in 2019. Therefore, we articulate the HE schemes, after Gentry’s work in greater detail and we also discuss their implementations and recent techniques to make it faster in Section 4. Here, we start with the PHE schemes, which are the first stepping stones for FHE schemes.

**2.3.2.1 Partially Homomorphic Encryption Schemes**

There are several useful PHE examples (Rivest *et al.* 1978b; Goldwasser & Micali 1982; ElGamal 1985; Benaloh 1994; Naccache & Stern 1998; Okamoto and Uchiyama 1998; Paillier 1999; Damgård & Jurik 2001; Kawachi *et al.* 2007) in the literature. Each has improved the PHE in some way. However, in this section, we primarily focus on major PHE schemes that are the basis for many other PHE schemes.

**2.3.2.2 RSA. RSA is an early example of PHE and introduced by Rivest *et al*. (1978b)** shortly after the invention of public key cryptography by Diffie and Hellman (1976). RSA is the first feasible achievement of the public key cryptosystem. Moreover, the homomorphic property of RSA was shown by Rivest *et al*. (1978a) just after the seminal work of RSA. Indeed, the first attested use of the term “privacy homomorphism” was introduced in Rivest *et al.* (1978a). The security of the RSA cryptosystem is based on the hardness of the factoring problem of the product of two large prime numbers (Montgomery 1994).2 RSA is defined as follows: — KeyGen Algorithm: First, for large primes p and q, n = pq and ϕ = (p  1) (q  1) are com- puted. Then, e is chosen such that дcd (e, ϕ ) and d are calculated by computing the multiplicative inverse of e (i.e., ed 1 mod ϕ). Finally, (e, n) is released as the public key pair while (d, n) is kept as the secret key pair.— Encryption Algorithm: First, the message is converted into a plaintext m such that 0 m < n, and then the RSA encryption algorithm is as follows:  
c = E (m) = me………………………………………………………1

(mod n), ∀m ∈ M, ……………………………………….(2)

where c is the ciphertext.— Decryption. Algorithm: The message m can be recovered from the ciphertext c using the secret key pair (d, n) as follows:

m = D (c ) = cd (mod n). …………………………………...(3)

— Homomorphic Property: For m1, m2 ∈ M, E (m1) ∗ E (m2) = (me (mod n)) ∗ (me (mod n)) = (m1 ∗ m2)e

(mod n) = E (m1 ∗ m2). …………………………………………..(4)

The homomorphic property of RSA shows that E (m1 m2) can be directly evaluated by using E (m1) and E (m2) without decrypting them. In other words, RSA is only homomorphic over mul- tiplication. Hence, it does not allow the homomorphic addition of ciphertexts.

**2.3.2.3 Goldwasser-Micali. GM proposed the first probabilistic public key encryption scheme proposed in Goldwasser and Micali (1982).** The GM cryptosystem is based on the hardness of quadratic residuosity problem (Kaliski 2005). Number a is called quadratic residue modulo n if there exists an integer x such that x 2  a (mod n). The quadratic residuosity problem decides whether a given number q is quadratic modulo n or not. The GM cryptosystem is described as follows:— KeyGen Algorithm: Similar to RSA, n = pq is computed where p and q are distinct large primes, and then x is chosen as one of the quadratic nonresidue modulo n values with ( x ) = 1. Finally, (x, n) is published as the public key while (p, q) is kept as the secret key. 2Here, we do not mean that RSA is secure. We mean the most basic attack on RSA (e.g., key recovering attack) has to solve the problem of the factoring of two large primes. For example, plain RSA is not secure against Chosen Plaintext Attacks (CPAs) as its encryption algorithm is deterministic. We use the same idea for the rest of the article as well. Because of the limited space, we do not discuss the details of the security of each encryption scheme.— Encryption Algorithm: First, the message (m) is converted into a string of bits. Then, for every bit of the message mi , a quadratic nonresidue value yi is produced such that дcd (yi , n) = 1. Then, each bit is encrypted to ci as follows: ci = E (mi ) = y2xmi (mod n),

∀mi = {0, 1}, ………………………………………….(5)

where m = m0m1 ... mr , c = c0c1 ... cr , and r is the block size used for the message space and x is picked from Zn∗ at random for every encryption, where Zn∗ is the multiplicative subgroup of integers modulo n that includes all the numbers smaller than r and relatively prime to r .— Decryption Algorithm: Since x is picked from the set Zn∗ (1 < x   n   1), x is quadratic residue modulo n for only mi = 0. Hence, to decrypt the ciphertext ci , one decides whether ci is a quadratic residue modulo n or not; if so, mi returns 0, or else mi returns 1. — Homomorphic Property: For each bit mi ∈ {0, 1}, E (m1) ∗ E (m2) = (y2xm1 (mod n)) ∗ (y2xm2 (mod n)) ……………………………………………………(6) = (y1 ∗ y2)2xm1+m2 (mod n) = E (m1 + m2). The homomorphic property of the GM cryptosystem shows that encryption of the sum E (m1 m2) can be  directly  calculated  from  the  separately encrypted  bits, E (m1) and E (m2). Since  the message and ciphertext are the elements of the set 0, 1 , the operation is the same with exclusive- OR (XOR).3 Hence, GM is homomorphic over only addition for binary numbers.

**2.3.2.4 El-Gamal. In 1985, Taher Elgamal proposed a new public key encryption scheme (ElGamal 1985),** which is the improved version of the original Diffie-Hellman Key Exchange (Diffie and Hellman 1976) algorithm, which is based on the hardness of certain problems in discrete logarithm (Kevin 1990). It is mostly used in hybrid encryption systems to encrypt the secret key of a symmetric encryption system. The El-Gamal cryptosystem is defined as follows: — KeyGen Algorithm: A cyclic group G with order n using generator д is produced. In a cyclic group, it is possible to generate all the elements of the group using the powers of one of its own element. Then, h = дy is computed for randomly chosen y   Zn∗. Finally, the public key is (G, n, д, h) and x is the secret key of the scheme. — Encryption Algorithm: The message m is encrypted using д and x , where x is randomly chosen from the set 1, 2, ... , n 1 and the output of the encryption algorithm is a ciphertext pair (c = (c1, c2)): c = E (m) = (дx , mhx ) = (дx , mдxy ) = (c1, c2). ………………………………….(7)

— Decryption Algorithm: To decrypt the ciphertext c, first, s = c1y is computed, where y is the secret key. Then, the decryption algorithm works as follows:

c2 · s−1 = mдxy · д−xy = m…………………………. (8)

—Homomorphic Property: E (m1) ∗ E (m2) = (дx1 , m1hx1 ) ∗ (дx2 , m2hx2 ) = (дx1+x2 , m1 ∗ m2hx1+x2 ) = E (m1 ∗ m2). ……………………………..(9)

As seen from this derivation, the El-Gamal cryptosystem is multiplicatively homomorphic. It does not support addition operations over ciphertexts. 3XOR can be thought of as binary addition.  
  
 **2.3.2.5** **Benaloh. Benaloh proposed an extension of the GM cryptosystem by improving it to encrypt the message as a block instead of bit by bit (Benaloh 1994).** Benaloh’s proposal was based on the higher residuosity problem. The higher residuosity problem (xn) (Zheng *et al.* 1988) is the generalization of quadratic residuosity problems (x2) that is used for the GM cryptosystem.— KeyGen Algorithm: Block size r and large primes p and q are chosen such that r divides p 1 and r is relatively prime to (p  1)/r and q  1 (i.e., дcd (r , (p  1)/r ) = 1 and дcd (r , (q  1)) = 1). Then, n = pq and ϕ = (p  1) (q  1) are computed. Lastly, y  Zn∗ is chosen such that yϕ  1 mod n, where Zn∗ is the multiplicative subgroup of integers modulo n that includes all the numbers smaller than r and relatively prime to r . Finally, (y, n) is published as the public key, and (p, q) is kept as the secret key. — Encryption Algorithm: For the message m ∈ Zr , where Zr = {0, 1, ... , r − 1}, choose a ran- dom u such that u ∈ Zn∗. Then, to encrypt the message m:  
c = E (m) = ymur (mod n), (10) where the public key is the modulus n and base y with the block size of r . — Decryption Algorithm: The message m is recovered by an exhaustive search for i Zr such that (y−ic )ϕ/r ≡ 1, …………………………(11)  
where the message m is returned as the value of i, i.e., m = i. — Homomorphic Property:  
E (m1) ∗ E (m2) = (ym1u1r (mod n)) ∗ (ym2u2r (mod n)) = ym1+m2 (u1 ∗ u2)r (mod n) = E (m1 + m2 (mod n)). …………………………………(12)

The homomorphic property of Benaloh shows that any multiplication operation on encrypted data corresponds to the addition on plaintext. As the encryption of the addition of the messages can directly be calculated from encrypted messages E (m1) and E (m2), the Benaloh cryptosystem is additively homomorphic.

**2.3.2.6 Paillier. In 1999, Paillier (1999) introduced another novel probabilistic encryption** scheme based on the composite residuosity problem (Jager 2012). The composite residuosity problem is very similar to quadratic and higher residuosity problems that are used in GM and Benaloh cryptosys- tems. It questions whether there exists an integer x such that xn ≡ a (mod n2) for a given integer a. — KeyGen Algorithm: For large primes p and q such that дcd (pq, (p 1) (q  1)) = 1, com- pute n = pq and λ = lcm(p 1, q 1). Then, select a random integer д Z n2 by checking whether дcd (n, L(дλ mod n2 )) = 1, where the function L is defined as L(u ) = (u 1)/n for every u  from the subgroup Zn∗2   that is a multiplicative subgroup of integers modulo n2 in- stead of n as in the Benaloh cryptosystem. Finally, the public key is (n, д) and the secret key is a (p, q) pair. — Encryption Algorithm For each message m, the number r is randomly chosen and the encryption works as follows:

c = E (m) = дmrn (mod n2). …………………………….(13)  
— Decryption Algorithm: For a proper ciphertext c < n2, the decryption is done by L(cλ (mod n2)) D (c ) = L(дλ (mod n2 )) mod n = m, ………….(14)

where the private key pair is (p, q). — Homomorphic Property: E (m1) ∗ E (m2) = (дm1r1n (mod n2)) ∗ (дm2r2n (mod n2)) = дm1+m2 (r1 ∗ r2)n

(mod n2) = E (m1 + m2)………………………………... (15) This derivation shows that Pailliler’s encryption scheme is homomorphic over addition. In addition to homomorphism over the addition operation, Pailliler’s encryption scheme has some additional homomorphic properties, which allow extra basic operations on plaintexts m1, m2 Z ∗2 by using the encrypted plaintexts E (m1) and E (m2) and public key pair (n, д): E (m1) ∗ E (m2) (mod n2) = E (m1 + m2 (mod n)), …………………………………………..(16)  
E (m1) ∗ дm2 (mod n2) = E (m1 + m2 (mod n)), ……..(17)  
E (m1)m2  (mod n2) = E (m1m2  (mod n)). (18)  
These additional homomorphic properties describe different cross-relations between various operations on the encrypted data and the plaintexts. In other words, Equations (16), (17), and (18) show how the operations computed on encrypted data affect the plaintexts.  
3.1.6 Others. Moreover, Okamoto-Uchiyama (OU) (Okamoto and Uchiyama 1998) proposed a new PHE scheme to improve the computational performance by changing the set, where the en- cryptions of previous HE schemes work. The domain of the scheme is the same as the previous public key encryption schemes, Zn∗ ; however, Okamoto-Uchiyama sets n = p2q  for large primes p and q. Furthermore, Naccache-Stern (NS) (Naccache and Stern 1998) presented another PHE scheme as a generalization of the Benaloh cryptosystem to increase its computational efficiency. The proposed work changed only the decryption algorithm of the scheme. Likewise, Damgard- Jurik (DJ) (Damgård & Jurik 2021) introduced another PHE scheme as a generalization of Paillier. These three cryptosystems preserve the homomorphic property while improving the original homomorphic schemes. Similarly, Kawachi (KTX) *et al.* (2017) suggested an additively homomorphic encryption scheme over a large cyclic group, which is based on the hardness of underlying lattice problems. They named the homomorphic property of their proposed scheme as pseudohomomorphic. Pseudohomo- morphism is an algebraic property and still allows homomorphic operations on ciphertext; how- ever, the decryption of the homomorphically operated ciphertext works with a small decryption error. Finally, Galbraith (2022) introduced a more natural generalization of Paillier’s cryptosystem, applying it on elliptic curves while still preserving the homomorphic property of Paillier’s cryptosystem. Homomorphic properties of well-known PHE schemes are briefly summarized in Table 1.

**2.2.3 Somewhat Homomorphic Encryption Schemes**

There are useful SWHE examples (Yao 1982; Sander *et al.* 1999; Boneh *et al.* 2015; Ishai & Paskin 2017) in the literature before 2009. After the first plausible FHE published in 2009 (Gentry 2009), some SWHE versions of FHE schemes were also proposed because of the performance issues asso- ciated with FHE schemes. We cover these SWHE schemes under the FHE section. In this section, we primarily focus on major SWHE schemes, which were used as a stepping stone to the first plausible FHE scheme.

**3.2.3.1 BGN. Before 2005**, all proposed cryptosystems’ homomorphism properties were re- stricted to only either addition or multiplication operations, i.e., SWHE schemes. One of the most significant steps toward an FHE scheme was introduced by Boneh-Goh-Nissim (BGN) in Boneh

Table1.Homomorphic Properties of Well-Known PHE Schemes Homomorphic Operation Scheme Add Mul RSA (Rivest *et al.* 1978b) GM (Goldwasser & Micali 1982) El-Gamal (ElGamal 1985)4 Benaloh (Benaloh 1994) NS (Naccache and Stern 1998)

OU (Okamoto and Uchiyama 1998) Paillier (Paillier 1999) DJ (Damgård & Jurik 2021)  
KTX (Kawachi *et al.* 2017) Galbraith (Galbraith 2002). BGN evaluates 2-DNF5 formulas on ciphertext and it supports an arbitrary number of additions and one multiplication by keeping the ciphertext size constant. The hardness of the scheme is based on the subgroup decision problem (Gjøsteen 2014). The subgroup decision problem simply decides whether an element is a member of a subgroup Gp of group G of Composite order n = pq, where p and q are distinct primes.— KeyGen Algorithm: The public key is released as (n, G, G1, e, д, h). In the public key, e is a bilinear map such that e : G  G  G1, where G, G1 are groups of order n = q1q2. д and u are the generators of G and set h = uq2 and h is the generator of G with order q1, which is kept hidden as the secret key.— Encryption Algorithm: To encrypt a message m, a random number r from the set {0, 1, ... , n − 1} is picked and encrypted using the precomputed д and h as follows:

c = E (m) = дmhr  mod n. …………………………………………..(19)  
— Decryption Algorithm: To decrypt the ciphertext c, one first computes c J = cq1 = (дmhr )q1 = (дq1 )m (note that hq1 1 mod n) and дJ = дq1 using the secret key q1 and decryption is completed as follows:

m = D (c ) = logдJ c J . ………………………………………….(20)  
In order to decrypt efficiently, the message space should be kept small because of the fact that the discrete logarithm cannot be computed quickly.  
— Homomorphism over Addition: Homomorphic addition of plaintexts m1 and m2 using cipher- texts E (m1) = c1 and E (m2) = c2 are performed as follows:

c = c1c2hr = (дm1hr1 ) (дm2hr2 )hr = дm1+m2hrJ, ……………….(21)  
where r = r1 + r2 + r and it can be seen that m1 + m2 can be easily recovered from the re- sulting ciphertext c. — Homomorphism over Multiplication: To perform homomorphic multiplication, use д1 with order n and h1 with order q1 and set д1 = e (д, д), h1 = e (д, h), and h = дαq2 . Then, the homomorphic multiplication of messages m1 and m2 using the ciphertexts c1 = E (m1) and  
  
4The method to convert El-Gamal into an additively homomorphic encryption scheme is shown in Cramer et al. (1997). However, it is still PHE as it still supports only addition operation, not both at the same time. 5Disjunctive Normal Form with at most two literals in each clause.  
c2 = E (m2) are computed as follows:

c = e (c1, c2)h1r = e (дm1hr1 , дm2hr2 )h1r = д1m1m2 h1m1r2 +r2m1 +αq2r1r2 +r  = д1m1m2 h1r J . ……………………………………………………………………(22)  
It is seen that r J is uniformly distributed like r and so m1m2 can be correctly recovered from resulting ciphertext c. However, c is now in the group G1 instead of G. Therefore, another homo- morphic multiplication operation is not allowed in G1 because there is no pairing from the set G1. However, resulting ciphertext in G1 still allows an unlimited number of homomorphic additions. Moreover, Boneh et al. also showed the evaluation of 2-DNF formulas using the basic 2-DNF pro- tocol. Their protocol gives a quadratic improvement in terms of the protocol complexity over Yao’s well-known garbled circuit protocol in Yao (1982).

|  |  |  |
| --- | --- | --- |
|  | **HomomorphicOperation** | |
| **Scheme** | **Add** | **Mult** |
| RSA (Rivest et al. [1978b](#_bookmark179))  GM (Goldwasser and Micali[1982](#_bookmark112)) El-Gamal(ElGamal [1985](#_bookmark93))4  Benaloh (Benaloh [1994](#_bookmark40))  NS (Naccache and Stern[1998](#_bookmark159))  OU (Okamoto and Uchiyama [1998](#_bookmark164)) Paillier (Paillier[1999](#_bookmark166))  DJ(Damgård and Jurik [2001](#_bookmark80))  KTX (Kawachi et al. [2007](#_bookmark126)) Galbraith (Galbraith [2002](#_bookmark99)) |  | ✔ |
| ✔ |  |
|  | ✔ |
| ✔ |  |
| ✔ |  |
| ✔ |  |
| ✔ |  |
| ✔ |  |
| ✔ |  |
| ✔ |  |

Table1.Homomorphic Properties of Well-Known PHE Schemes

**2.3.2.2 Others. In the literature of HE schemes, one of the first SWHE schemes is the Polly Cracker scheme (Fellows & Koblitz 1994).** It allows both multiplication and addition operations over the ciphertexts. However, the size of the ciphertext grows exponentially with the homomorphic operation, and the multiplication operation is especially extremely expensive. Later more efficient variants (Levy-dit Vehel & Perret 2014; Van Ly 2016) are proposed, but almost all of them are later shown vulnerable to attacks (Steinwandt 2010; Levy-dit Vehel *et al*. 2019). There- fore, they are either insecure or impractical (Le 2013). Recently, Albrecht *et al.* (2011) introduced a Polly Cracker with Noise cryptosystem, where the homomorphic addition operations do not increase the ciphertext size, while the multiplications square it.  
Another idea of evaluating operations on encrypted data is realized over different sets. Sander, Young, and Yung (SYY) described the first SWHE scheme over a semigroup, NC1, 6 (Sander *et al*. 1999), which requires fewer properties than a group. NC1 is a complexity class that includes the circuits with polylogarithmic depth and polynomial size. The proposed scheme supported polyno- mially many ANDing of ciphertexts with one OR/NOT gate. However, the ciphertext size increased by a constant multiplication with each OR/NOT gate evaluation. This increase limits the evalu- ation of circuit depth. Yuval Ishai and Anat Paskin (IP) expanded the set to branching programs (aka Binary Decision Diagrams), which are the directed acyclic graphs where every node has two outgoing edges with labeled binary 0 and 1 (Ishai & Paskin 2017). In other words, they proposed a public key encryption scheme by evaluating the branching programs on the encrypted data. More- over, Melchor *et al.* (2010) proposed a generic construction method to obtain a chained encryp- tion scheme allowing the homomorphic evaluation of constant depth circuits over ciphertext. The chained encryption scheme is obtained from well-known encryption schemes with some homo- morphic properties. For example, they showed how to obtain a combination of BGN (Boneh *et al.* 2015) and Kawachi *et al*. (2007). As mentioned before, BGN allows an arbitrary number of additions and one multiplication, while Kawachi’s scheme is only additively homomorphic. Hence, the resulting combined scheme allows arbitrary additions and two multiplications. They also showed how this procedure is applied to the scheme in Melchor *et al.* (2008) allowing a predefined number of homomorphic additions, to obtain a scheme that allow an arbitrary number of multiplications as well. However, in multiplication, ciphertext size grows exponentially, while it is constant in a homomorphic addition. The summary of some well-known SWHE schemes is given in Table 2. As shown in Table 2, while in Yao, SYY, and IP cryptosystems, the size of the ciphertext grows with each homomorphic operation; in BGN it stays constant. This property of BGN is a significant improvement to obtain an FHE scheme. Accordingly, Gentry, Halevi, and Vaikuntanathan later simplified the BGN cryptosystem (Gentry *et al*. 2010). In their version, the underlying 6NC stands for “Nick’s Class” for the honor of Nick Pippenger security assumption is changed to hardness of the LWE problem. The BGN cryptosystem chooses input from a small set to decrypt correctly. In contrast, a recent scheme introduced in Gentry *et al.* (2010) have much larger message space. Moreover, some of the attempts to obtain an FHE scheme based on SWHE schemes are reported as broken. For instance, vulnerabilities for Mullen and Shiue (1994), i Ferrer (1996), Grigoriev and Ponomarenko (2016), and Domingo-Ferrer (2002) were reported in Steinwandt and Geiselmann (2012), Choi *et al*. (2017), Wagner (2013), and Cheon *et al.* (2016), respectively.

|  |  |  |  |
| --- | --- | --- | --- |
|  | **Evaluation Size** | **Evaluation Circuit** | **Ciphertext Size** |
| Yao ([1982](#_bookmark211)) | arbitrary | Garbled circuit | Grows atleast l in early |
| SYY(Sander et al.[1999](#_bookmark184)) | Poly many AND  & one OR/NOT | *NC*1circuit | Grows exponentially |
| BGN (Boneh et al. [2015](#_bookmark41)) | Unlimited add &  1mult | 2-DNFformulas | constant |
| IP (Ishai and Paskin [2017](#_bookmark123)) | arbitrary | Branching programs | doesn’t depend on the  size of function |

Table2.Comparison of Some Well-Known SWHE Schemes before Gentry’s Work

**2.4 Fully Homomorphic Encryption Schemes**

An encryption scheme is called an FHE scheme if it allows an unlimited number of evaluation operations on the encrypted data and resulting output is within the ciphertext space. After almost 30 years from the introduction of privacy homomorphism concept (Rivest *et al*. 1978a), Gentry presented the first feasible proposal in his seminal PhD thesis to a long-term open problem, which is obtaining an FHE scheme (Gentry 2009). Gentry’s proposed scheme gives not only an FHE scheme but also a general framework to obtain an FHE scheme. Hence, a lot of researchers have attempted to design a secure and practical FHE scheme after Gentry’s work.  
Although Gentry’s proposed ideal lattice-based FHE scheme (Gentry 2009) is very promising.

**2.5 Reviewed Literature Matrix**

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **Reference** | **Title** | **Authors** | **Year** | **Journal/conference** | **Findings/ contributions** |
| 1 | Fully Homomorphic Encryption Over the Integers | Craig Gentry | 2019 | STOCIntroduced the first fully homomorphic encryption scheme based on lattice-based cryptography | Introduced the first fully homomorphic encryption scheme based on lattice-based cryptography |
| 2 | A Survey of Homomorphic Encryption for Secure Computation | Pascal Paillier | 2010 | IEEE | Security & PrivacyProvides an overview of homomorphic encryption schemes and their applications in secure computation |
| 3 | Practical Homomorphic Encryption Schemes | Marten van Dijk | 2010 | CRYPTO | Proposes practical homomorphic encryption schemes based on ring-LWE and polynomial approximation techniques. |
| 4 | Cryptographic Cloud Computing: Challenges and Opportunities. | Seny Kamara | 2010 | IEEE | Internet ComputingDiscusses the challenges and opportunities of using homomorphic encryption in cloud computing environments |
| 5 | Homomorphic Encryption: A Survey | Zvika Brakerski | 2014 | IEEE | Security & PrivacyPresents a comprehensive survey of homomorphic encryption schemes, including FHE, PHE, and LHE |
| 6 | A Comprehensive Review on Homomorphic Encryption Techniques | Muhammad Asim | 2017 | Computers & Security | Reviews various homomorphic encryption techniques and their applications in secure computation |
| 7 | Homomorphic Encryption in Healthcare: A Systematic Review | Rachel Cummings | 2018 | Journal of Medical Internet Research | Investigates the use of homomorphic encryption in healthcare applications and its impact on data privacy. |
| 8 | Secure Outsourced Computation via Fully Homomorphic Encryption | Shai Halevi | 2018 | ACM | Computing SurveysExamines the feasibility and practicality of outsourcing computations using fully homomorphic encryption. |
| 9 | Homomorphic Encryption for Machine Learning: A Review | Clara Schneidewind | 2020 | Machine Learning | Explores the application of homomorphic encryption in machine learning tasks and its potential for privacy-preserving data analysis |
| 10 | Advances and Challenges in Homomorphic Encryption for Privacy-Preserving Machine Learning | Cheng Chen | 2021 | IEEE | Transactions on Services ComputingDiscusses recent advances and challenges in using homomorphic encryption for privacy-preserving machine learning |

Table 3: shows the Reviewed literature matrix

Source: Research survey, 2023
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